Mapping of POs, PSOs, COs and CSOs of “ Post Graduate Diploma in Information Security (PGDIS)”



ﬁ. Develop awarenessand competency of information securitn

and protection required by various categories of people asthe
usersofInternet and various T enabled services.

2. Provide protection and securityto personal dataand to built

dataoriented infrastructure inthe companies.

3. Raise high professional ethicsin the individuals and students

towards providinginformation security

4. Experiment and learnthe skillsand techniquesneeded for

L providing protection and security to our information J
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BCP, DR Planning
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of Cyber Laws, Cyber
Crimes and Regulation
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1. Discuss Application

Development Life Cycle.
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1. Discuss Risk
Analysis and
Business Continuity

MSEI-027

Digital
Forensics

MSEP-028

Project
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1. Explain Cyber Crime and Cyber

Farensics

2. Acquirethe Knowledge of
toolsand techniques of Digial
Farensics

3. Discuss Mobile Forensics
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